
2 Independent industry 
standards for data 
management and 
security. 

Security isn't something you 
claim, it’s something you prove. 

International  Standards 
Organisation certifications are the  
last word in secure design and 
execution.

Certified for ISO9001; ISO27001 
and designed for ISO27018 risk 
management principles.

3 Secure-by-design 
external file sharing.

Because a chain’s only as 
strong as its weakest link, 
Objective Connect natively 
protects your files.

AES-256, FIPS140-2 and SSL/ 
TLS encryption in transit and 
at rest. 

Embedded real-time Anti-Virus 
protection of every file 
movement.

10 Done everything 
right? 
Congratulations. 
Can you prove it?

When people have questions, 
you need answers. 

Objective Connect delivers instant 
courtroom-ready audit records of 
who did what and when in 
seconds.

6 The company you 
keep says a lot about 
you.  

It’s why we work hand-in-glove 
with AWS, who are recognised 
with their own federal government 
IRAP, 27001:27017; 27018, SOC 
1:2:3 auditing and PCD DSS 
3.2.1 security certifications.

8 Trusted by those 
who know.  

From individual users to 
whole-of-government 
agreements. 

Objective Connect is used 
by millions of users in over 
68 countries.
 

OBJECTIVE.CO.UK/CONNECT

OBJECTIVE CONNECT:
When you need to know who did what and when.

There’s no such thing 
as almost secure. 

Your 10-step guide 
to collaborating with 
sensitive information.

Without a dedicated secure 
file-sharing solution, you face risks 
every time you share data outside 
your four walls. 

External File Sharing for Government

5 Extend your internal 
information governance 
protection outside. 

Objective Connect: 

• Securely synchronises for one  
   version of the truth

• Integrates seamlessly with     
   Content Manager (TRIM) and        
   Objective ECM

• Automatically prevents        
   inappropriate sharing
 



7 Different devices. 
Same security.

Protection when you trust a 
person, but not their device. 

Whether it’s preview rights for iOS 
and Android devices, or full online 
editing with Microsoft 365 
(Office 365), you can share with 
everyone you choose to, and no 
one you don’t.
 

There’s no such thing as almost secure. 

Request a demonstration or trial of Objective Connect today 
and collaborate securely with anyone.
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4 Government 
Cyber-Security 
Standards.

Your file sharing application can 
only be considered secure if it 
meets these national standards. 
Open, unauthorised and 
consumer-grade alternatives 
do not.

          National Cyber Security  
 Centre Essentials 

          Australian Cyber  Security  
 Centre ISM principles 

          National Cyber Security  
 Centre ISM Standards



9 Controlling access 
over time with 2-Step 
protection.

People move. Things change. 
2-step verification means that 
once access, editing, 
collaboration and sharing rights 
are set, they remain current.

2-step verification identifies 
and disbars former users 
who’ve left relevant roles, 
projects or organisations. 
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1 Sovereignty matters.

When issues, disruptions or 
opportunities occur, they’re 
often technical and urgent. 

• Local UK hosting and support 

• Local Australian hosting,         
   engineering and support

• Local NZ engineering and      
   support

• CCISP certified security    
   specialists

• National staff background     
   checks and security vetting
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https://www3.objective.com/l/12792/2022-01-27/jg1n33
https://www3.objective.com/l/12792/2022-01-27/jg1n33

