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When you need to know
who did what, and when.

Designed specifically for government and 
regulated industries, Objective Connect is 
a secure ISO 27001 Certified external file 
sharing application that gives complete 
control over the information you share 
outside your organisation.

Extend your internal information 
governance externally. Maintain control 
over shared documents. Collaborate 
across devices, across teams or across 
the world. Maintain one version of the 
truth. Record who did what and when. 
All from one solution.

For a further breakdown of why
Objective Connect is the secure file 
collaboration application of choice by 
government, download the Objective 
Connect for Public Sector Deep-Dive.

Find out more at
objective.co.uk/connect

OBJECTIVE CONNECT
Secure external file collaboration

OBJECTIVE.COM/CONNECT

Secure and effective collaboration that 
government depends on

Objective Connect is a secure, ISO-certi�ed platform, purpose built for government agencies 
needing to share sensitive information externally.  

Such organisations, bound by legislation to ensure strict information management guidelines are 
adhered to, can maintain control over shared documents, collaborate across devices and have a 

complete record of who did what and when, all from one solution.

Here's why over 200 organisations trust Objective Connect to deliver secure �le sharing and 
collaboration for them.

Secure by design1 Ensure ultimate protection over your 
sensitive information:

Hosted and supported in the UK

ISO 27001 certi�ed

AES-256, TLS encryption at rest and in 
transit

Antivirus scanning of �les up to 2GB in size 

Authenticated Single Sign-On 

Two-Step Veri�cation

Objective Connect is rigorously tested and 
assessed to ensure the highest standards of 
security over your information.













Maintain a single source of truth when 
collaborating2
Never question if you’re working on the 
latest version. 

Upload a new document version or tweak 
content in a Microsoft 365 Online Edit session 
- all updates are re�ected in Objective Connect 
as a new version. 

Set permissions by collaboration event 4 Customise access to �les on a case-by-case 
basis. 

Set individual abilities per Participant 
including:

Download of documents

Upload of documents

Uploading of new document versions 

Ability to edit documents using Microsoft 365

Inviting and removing Participants

Adding comments

 

Generate instant audit reports generated 
in seconds6
Know exactly who did what and when at 
anytime. 

Workspace Owners have complete visibility and 
traceability of actions:

View All Activity on screen 

Produce a Workspace Record in seconds

Retrieve a detailed audit in CSV format

Receive instant alerts when a user acts

Analyse usage and activity with Admin 
reporting

 



Grant seamless access 
for trusted partners3
Don’t let administrative bottlenecks slow 
you down. 

Workspace Owners can provide or revoke 
sharing access of Participants in seconds, 
limiting the need to engage with IT for on or 
offboarding of externals. 

Protect your most sensitive information 5 Secure your most critical information assets 
by applying additional security on collaboration 
features.

Preview-Only documents are 
watermarked with the Participant's email 
address, time and date stamp and 
Workspace name

Edit, but no download allows for online 
editing, but download to a local machine 
is blocked 

Administration enabled while 
information is protected 7
Keep your PROTECTED information for 
intended eyes only.

Administrators can report on who is doing the 
sharing or creating a Workspace but doesn’t 
automatically have access to PROTECTED 
documents.























Objective Connect is trusted by all levels of government 





























7 reasons why 
Objective Connect is 
the platform of choice for 
UK Government

Secure external file sharing and collaboration, 
designed specifically for local and central 
government and regulated industries.


